NJUHSD Bring Your Own Device Procedures
Nevada Joint Union High School District provides technology that is appropriate and adequate to support instructional purposes. The use of personal devices by students is optional, and students who do not participate in BYOD will not be penalized.

The use of technology to provide educational material is not a necessity but a privilege. A student does not have the right to use his or her laptop or other electronic device while at school, it is a privilege. When abused, privileges will be taken away. Each teacher has the discretion to allow and regulate the use of personal devices in the classroom and on specific projects.

Students and parents/guardians participating in BYOD must adhere to the Bring Your Own Device Usage Agreement, as well as all Board policies, particularly Student Use of Technology policy (6143.4) and Student Acceptable Use Policy

Definition of “Device”
For purposes of BYOD, “device” means privately owned wireless and/or portable electronic hand held equipment that includes, but is not limited to, existing and emerging mobile communication systems and smart technologies, portable Internet devices, Personal Digital Assistants (PDAs), or portable information technology systems that can be used for word processing, wireless Internet access, image capture/recording, sound recording and information transmitting/receiving/storing, etc.  Appropriate devices include a laptop, tablet (iPad, Xoom), ereader (Kindle, Nook), or netbook. Please note that cell phones, smart phones, mp3 players (iPods), and other gaming devices (Nintendo DS) are permissible however appropriate classroom management is recommended to make sure students are properly behaving on their electronic devices.
Internet
Only the Internet gateway provided by the school may be accessed while on campus. Connection to third party access points or the establishment of ad-hoc network access via Internet connection devices (hot-spots, air cards) is not permitted.  Please note that students using their own device to gain access to the Internet via their own cellular (3G/4G) data plan is not filtered.
Security and Damages
Responsibility to keep the device secure rests with the individual owner. The Nevada Joint Union High School District is not liable for any device lost, stolen or damaged, including lost or corrupted data on a device. If a device is stolen or damaged, it will be handled through the administrative office similar to other personal artifacts that are impacted in similar situations. Please check with your homeowner’s policy regarding coverage of personal electronic devices, as many insurance policies can cover loss or damage. Also, if the device has a locator feature, enable it. It is recommended that skins (decals) and other custom touches are used to physically identify your device from others. Additionally, protective cases for technology are encouraged.

Safety
An important component of BYOD will be education about appropriate online behaviors. Teachers will review cyber-safety rules with students throughout the course of the school year, and will offer reminders and reinforcement about safe online behaviors. In addition to the rules outlined in these guidelines, students will be expected to comply with all class and school rules while using personal devices.

Consequences for Inappropriate Use
Inappropriate use or violation of Technology Usage or Safety Policy on personal equipment may also result in disciplinary action in coordination with policies. When a student misuses a device please refer to your electronic device policy in the student handbook.
Students and Parents acknowledge that:
· To use a personal device within the school, students must register it by connecting it to our “Public Wi-Fi”.
· Students must obtain teacher permission before using a personal device in class, and put it away when requested by the teacher.

· Devices may only be used to accesses applications, files or Internet sites which are relevant to the classroom curriculum. Devices may not be used for non-instructional purposes, such as making personal voice calls, text/instant messaging, play non-educational games, viewing non-educational videos, or to cheat on assignments or tests.

· Devices may not be used to record, transmit or post photographic images or video of a person, or persons on campus during school activities and/or hours, unless otherwise allowed by a teacher.

· The district does not guarantee connectivity or quality of connection with personal devices, but will provide directions on how to connect.

· The school's network filters will be applied to personal devices connected to the school’s Internet gateway.

· Attempts to bypass the filter will result in disciplinary action.

· Printing from personal devices will not be possible at school.

· Personal technology is charged prior to bringing it to school and runs off its own battery while at school.

· The district is not responsible for the maintenance or repair of any personal technology.

· The district is not responsible for any costs incurred due to the use of personal technology.

· Bringing on the premises or infecting the network with a virus, Trojan, or program designed to damage, alter, destroy, or provide access to unauthorized data or information is in violation of the Technology Usage Policy. This will result in disciplinary or legal action.
· Processing or accessing information on school property related to “hacking,” altering, or bypassing network security policies is in violation of the Technology Usage Policy. This will result in disciplinary or legal action.

· The school district has the right to collect and examine any device if there is a reason to believe that school policies, regulations, or guidelines on use of the device have been violated.

